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ABSTRACT

In 2014, the Court of Justice of the European Union (CJEU) delivered a judgement that has not
been forgotten. Living in digital era, where Google dominates the search engine market,
dissemination of information and gathering of data, the CJEU established the famously known
’right to be forgotten” (RTBF). The right includes an obligation for search engine operators to
remove search results related to individual’s name who exercises their RTBF, empowering data
subjects’ control over their personal data. Most importantly, Google Spain judgement led to the
codification of the RTBF to Article 17 of the General Data Protection Regulation (GDPR), which
has a contoversial reputation as an embodiment of high standards for individiuals’ data protection

in the European Union (EU).

Extraterritoriality regarding the RTBF has caught attention in recent years. The thesis focuses on
the developments of the CJEU introduced in the case Google v CNIL and its impact to national
case law by transferring jurisdiction for global application of RTBF. The research is conducted on
qualitative and empirical method, including content analysis based on the EU legislation, the
CJEU’s case law and literature, and selected national case analyses after Google v CNIL. The
research question is whether balancing the data subject’s right to privacy and right to protection of
personal data and public’s right to freedom of information and expression can result to global
dereferencing in national level. The hypothesis is that global dereferencing has not been practiced,
due to the novelty of the RTBF and Google v CNIL and the lack of guidance for national
authorities. The balancing tests of the national cases indicate that dereferencing of search results

has been conducted in the European Economic Area (EEA), not globally.

Keywords: EU, GDPR, data subject’s rights, right to be forgotten, global dereferencing
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INTRODUCTION

The verb “fo google” was added to the Oxford English Dictionary in 2006%, and has ever since
become a synonym for “’to search” by Google dominating the search engine market with an over
92% share.? By organizing world’s information and make it universally accessible and useful 3,
Google creates value to their core business by building it around promotion of right to freedom of
expression and information.* Google’s advanced algorithms have made it possible to offer users
high quality and accurate searches, where the search engine’s dominance derives from. ° With
billions of searches daily 8, Google’s success is based on the ability to anticipate users’ intensions
with the amount of data users generate to Google from using their free services. © Google’s
business model demonstrates how data plays an important asset to businesses in the digital age.
Moreover, Google’s role as disseminator of information and tool for exersicing freedom of
expression and information cannot be emphasized enough, thus it should carry a “special
responsibility” in society as a dominant company: not only does Google process a huge amount of
personal data, but makes it available through its search results globally, thus it’s justified to pay
special attention, and impose special obligations, because their business both promote and

interefere with individual’s rights. &

One of the European Union’s (EU) core values is the respecting and promotion of human rights,

which is defined in the Article 2 and supported by Article 3 of Treaty on the European Union

I Heffernan, V. (2017) Just Google It: A Short History of a Newfound Verb. Retrieved

from:https://www.wired.com/story/just-google-it-a-short-history-of-a-newfound-verb 15 March 2022

2 Statcounter Search (2022) Engine Market Share Worldwide. Retrieved from:
https://gs.statcounter.com/search-engine-market-share 24 March 2022

3 Our approach to Search. Google. Retrieved from: https://www.google.com/search/howsearchworks/our-approach/
15 March 2022

4 Jorgensen, R. (2018) Human Rights and Private Actors in the Online Domain. In M. Land & J. Aronson (Eds.), New
Technologies for Human Rights Law and Practice. 243-269. p.246

5 Moore, M., & Tambini, D. (Eds.). (2018). Digital dominance: the power of Google, Amazon, Facebook, and Apple.
New York, USA: Oxford University Press. p. 35

& Minaev, A. (2022) Internet Statistics 2022: Facts You Need-To-Know. Retrieved from:
https://firstsitequide.com/internet-stats/ 24 March 2022

" Moore, M., & Tambini, D. (Eds.). (2018) supra nota 5, p.35

8 Ibid. p.187
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(TEU). Especially, the EU is known for its high standards for protection of individuals’ personal
data, which has been depicted as practicing “imperialism” by unilaterally imposing data protection
regulations over the borders of its territory to ensure effective enforcement data protection rules.®
The European Court of Justice’s (CJEU) role in the phenomenon must be highlighted, since the
case law has recognized the potential impact of U.S. based tech companies to data subject’s
individual rights. 1° The case law has supported the development of data protection in the EU by
taking a stand as a human rights court!! by interpreting the data protection legislation in favour of
data subjects’ rights that are based on fundamental rights set up in the Charter of Fundamental

Rights of the European Union (CFR). 12

The Right To Be Forgotten (RTBF) was established to EU law by the CJEU’s case Google Spain
13in 2014.'* The RTBF enables a data subject to request a removal of their personal data from the
data controller. ® Google Spain categorized search engine operators to fall under the definition of
“data controller”, which created a new obligation to search engine operators under EU law. 1® The
judgement concluded that search engine operators are required to remove search results based on
the name of the data subject from the search engine when a data subject requests the removal.'’ In
practice, the RTBF in search engine operators cases means that the original publication of the
indexed website is not removed, but the hyperlinks in the search results.® Therefore, dereferencing

from search engines is an essential part of the RTBF.

The judgement led to codification of the RTBF in the the General Data Protection Regulation
(GDPR) in 2018.1° Google Spain determined the EU data protection law to reach non-EU

® Pollicino, O. (2021) Data Protection and Freedom of Expression Beyond EU Borders: EU Judicial Perspectives. In
Celeste, E., Fabbrini, F., Quinn, P. Bocconi (Eds.) Data Protection beyond Borders. Transatlantic Perspectives on
Extraterritoriality and Sovereignty. (1-20) Oxford: Hart Publishing. p.5

10 Moore, M., & Tambini, D. (Eds.). (2018) supra nota 5, p.187

11 Celeste E., Fabbrini, F.,(2020). The Right to Be Forgotten in the Digital Age: The Challenges of Data Protection
Beyond Borders. German Law Journal, 21, 55-65. p.57,

12 European Union Agency for Fundamental Rights (2018) Handbook on the European data protection law: 2018
edition. Luxembourg: Publications Office of the European Union. p.225

13 Court decision, 13.5.2014, Google Spain, C-131/12, EU:C:2014:317

14 Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of
individuals with regard to the processing of personal data and on the free movement of such data. OJ L 281, 23.11.1995
15 European Union Agency for Fundamental Rights (2018), supra nota 12, p.223

16 Google Spain, supra nota 13, para 38

17 Quinn, J. (2021) Geo-location technology: restricting access to online content without illegitimate extraterritorial
effects. International Data Privacy Law, 11(3), 294-306. p.298

18 1hid.

19 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of
natural persons with regard to the processing of personal data and on the free movement of such data, and repealing
Directive 95/46/EC (General Data Protection Regulation) OJ L 119, 4.5.2016
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establishments, but it did not answer the question whether the RTBF was applicable outside the
EU. Google v CNIL? was assumed to clarify the legal status of the RTBF, when another case
regarding a dereferencing request for Google was referred to the CJEU in 2017. In 2019, Google
and freedom of expression organisations called the ruling of Google v CNIL “a victory for global
freedom of expression”,?! which defined that dereferencing of search results does not have a global

scope.?

The the essence of the research is Google v CNIL not ruling out the possibility of global application
of the RTBF in derefencing cases for national authorities.?® The approach is linked to the Article
85 of the GDPR, which constituted exemptions and derogations for Member States to reconcile
national laws to balance these opposing rights.?* Due to the single paragraph, the legal status of
RTBF can be questioned, which is supported by the fact that another preliminary ruling regarding
Article 17 has been referred to the CJEU in 2020.% The recognition of national variances on
fundamental right weighting has raised concerns of fragmentation of data subjects’ rights, since
these rights are laid down by a regulation that was designed to unify the data protection legal
framework in the EU and ensure the equivalent level of protection of the rights and freedoms of
natural persons in all Member States.?® Moreover, transferring jurisdiction for global dereferencing
for national authorities and not prohibittig global dereferencing has been likely to cause legal
uncertainty regarding the territorial scope of the RTBF, which Google v CNIL was assumed to

solve after the controversial Google Spain.?’

The RTBF has stirred debate, but the literature does not contemplate an empirical analysis on the
impact of the case on national case law after the CJEU declaring the global applicability being an
option under national law. This research is intended to fill the gap. The research question is whether
balancing the data subject’s right to privacy and right to protection of personal data and public’s
right to freedom of information and expression can result to global dereferencing from Google

Search in national cases. The purpose is to clarify the uncertainty around global dereferencing and

20 Court decision, 24.9.2019, Google v CNIL, C-507/17, EU:C:2019:772

2L Article 19 (2019) Google win in right to be forgotten case is victory for global freedom of expression. Retrieved
from: https://www.article19.org/resources/google-win-in-right-to-be-forgotten-case-is-victory-for-global-freedom-
of-expression/ 24 March 2022

22 Google v CNIL, supra nota 20, para 73, 74

= |bid., para 72

2 Google v CNIL, supra nota 20, para 67

% Court decision, 21.12.2020, Google v TU and RE, C-460/20, not published

2 Samonte, M. (2020) GOOGLE V CNIL: Territorial Scope of The Right To Be Forgotten Under EU Law.
European Papers - A Journal on Law and Integration, 4 (3). 839-851. p.848-849

27 Quinn, J. (2021) supra nota 17, p.301
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potential fragmentation of level of protection of data subjects’ rights after Google v CNIL
judgement under Article 17 of the GDPR. The thesis is both theorethical and empirical. The
methodological approach is qualitative, including content analysis based on the EU legislation,
mainly the DPD, the GDPR, and the CFR, the CJEU’s case law and literature. Selected national
case analyses after Google v CNIL bring empirical aspect to the research. With the help of standard
legal and doctrinaire comparative and interpretative standards, the scholarly writings and the EU’s
policy documents, are evaluated. Even though the Article 17 is applicable to all data controllers,
the thesis focuses on search engine operators and data subject’s requests to dereferencing, since it

serves the purpose of the research. With these methods, the thesis achieves its aims.

The hypothesis is that the global derefencing has not been practiced since the judgement is novel
and the RTBF is still taking shape as well as the GDPR in whole. In addition, there is a lack of
guidance for national authorities. The balancing of the RTBF with freedom of expression and
information was left as a regulatory task for Member States to implement EU law.?® Even though
the EU adopted a unified general data protection law framework, there were national laws and a
directive existing before the GDPR, which the the GDPR was intended to enhance, not totally

unify.

The thesis is divided in three chapters. The first introduces the evolution of the RTBF, which shows
the important role of the CJEU’s case law regarding the development of the right with the
interpretation of EU’s data protection legal framework and covers the legislative background. By
covering Article 17’s important notions on the applicability to search engine operators and
demonstrating the relation to Article 85 of the GDPR and freedom of expression and information,
and how the legislator has tried to strike balance between these rights, which was one of the
determinating factors of excluding global application of the RTBF. It suggests debate that has
followed the CJEU’s decisions and EU*s data protection legislation. The second chapter presents
national dereferencing cases against Google and whether the global dereferencing has been
examined. It demonstrates how the right to protection of personal data and the right to freedom of
information and expression are weighted in Google Search cases and whether there’s variation

whose interests are given more weight. The last concludes the discussions presented.

2 Wagner, J., & Benecke, A. (2016). National Legislation within the Framework of the GDPR. European Data
Protection Law Review, 2(3), 353-361. p.356



1. EVOLUTION OF THE RIGHT TO BE FORGOTTEN IN
EUROPEAN UNION LAW

The EU has a strong constitutional basis for protection of fundamental rights and protection of
personal data particularly under the CFR, Article 16 of Treaty on the Functioning of the European
Union (TFEU) and Article 6 of TEU. ?° The CFR includes the right to privacy in Article 7, but
technological innovation has brought new aspects to the right. The EU recognizes the right to
protection of personal data as a separate right under Article 8 of the CFR to respond the
developments in society, which shows the EU’s commitment towards the protection of their
citizens’ right to personal data protection. 3 The Article 8 of the CFR is a continuation of the

standards set by the DPD, many years before the Lisbon Treaty came into force in 2009.%!

Under EU law, GDPR is secondary legislation derived from the primary law, thus the RTBF is an
implication of data subject’s fundamental rights granted in the Articles 7 and 8 of the CFR. The
chapter describes the legal background of the RTBF and demonstrates the CJEU’s case laws role
in shaping the RTBF to and what aspects of the RTBF the court has tried to clarify in its
judgements. Due to the purpose of the thesis, the chapter focuses on the RTBF in the light of

dereferencing from search engines.

1.1. Data Protection Directive and Google Spain — Establishment

To enhance the EU citizens’ right to protection of personal data, the EU has served as a global
forerunner in regulating data protection, firstly with the DPD in 1995.3 The legal history of the
RTBF in the EU dates to 2010, when in the famous case of Google Spain, the CJEU established
the RTBF under the DPD. The case dealt with a Spanish applicant’s request for the removal of his

personal data from Google search engine which appeared in the search results as links to the third

23 European Union Agency for Fundamental Rights (2018) supra nota 12, p.28
%0 Ibid.

3L Ibid.

32 Ibid. p.3
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party websites when entering applicant’s name to Google search engine. * The applicant argued
that the links containing outdated information of him infringed his right to privacy and right to
protection of personal data, because the information was no longer relevant in the situation at the
time as the legal case on which the news article based had already been settled in court. 3* After
the refusal of Google Spain, the applicant filed a complaint against both Google Spain and Google

Inc. 3

The Spanish Data Protection Authority (DPA), Agencia Espafiola de Proteccion de Datos (AEPD),
referred three preliminary questions to the CJEU on the interpretation of the DPD: whether the
DPD was applicable to search engines, whether the DPD could be applied to a U.S. based company
that had a subsidiary in the EU with commercial activity and whether links containing personal
data of the data subject who has requested the dereferencing could be removed from the search

engine. %

Google Inc. — nowadays Google LLC — was declared be the data controller under Article 2(d),
since the search engine results containing personal data were interpreted to constitute as grounds
for processing of personal data in the meaning of Article 2(b). 3" The CJEU argued that the search
engine operator’s algorithm collects data with indexing which “retrieves”, “records” and
“organizes” data and “stores” personal data on their servers and then “discloses” the personal
data to the public with the list of search results to internet users. 8 Google being identified as a
data controller in the case, the scope of Article 4 of the DPD was fulfilled by having an
establishment in the EU “which is intended to promote and sell advertising space offered by that
engine and which orientates its activity towards the inhabitants of that Member State.” %° Hence,
the Spanish national data protection law and DPD were applicable to the search engine operator
under Article 4(1). This meant that the CJEU applied EU data protection legislation to Google Inc,
which had servers in the U.S., but an establishment in the EU and extended the application EU

data protection law, including data protection rights, over its territorial borders. The broad

33 Google Spain, supra nota 14, para 15

3 Ibid.

3 Ibid. para 14

3% Kieseberg, P, Li, T., Villaronga, E. F., (2018) Humans forget, machines remember: Artificial intelligence and the
Right to Be Forgotten. Computer Law & Security Review, 34. 304-313. p.305

37 Svantensson, D.B., (2015) Limitless Borderless Forgetfulness? Limiting the Geographical Reach of the “Right to
be Forgotten”. Oslo Law Review, 2, 116-138. p.117

% Google Spain, supra nota 14, para 28

% Ibid.para 55

11



interpretation of “data controller” by the CJEU was intended for the ensurement of effective

realization of data subjects’ rights. 4°

Lastly, the CJEU determined that the links should be removed from Google Search, when the data
related to the applicant is inaccurate, inedaquate, irrelevant, or excessive for the data processing
purposes, found from the Article 12(b) and the 14(a) of the DPD. #' This marked as the
establishment of the RTBF which was a combination of right to erasure in Article 12 (b) and right
to object in Article 14 (a). 4% Article 12(b) obliges Member States to guarantee all data subjects the
right to obtain from the data controller the rectification, erasure or blocking of data processing,
when the processing is generally contrary to the Directive. 43 The right to erasure can be exercised,
when it’s seen appropriate, and particularly, when the personal data is incomplete or inaccurate in
nature.** Followed by Article 14(a), the data subject has the right to object at any time of the
processing of their personal data, when there are legitimate grounds for objecting the processing
in a particular situation, if the national law does not state otherwise.* If justified objections exist,
the processing of the personal data that was objected must be suspended by the controller and the

data should be erase under Article 12(b). 46

By applying the conditions set by these Articles, the CJEU concluded that individuals shall have
the right to request for removal of their personal data from online search engine results, if the
information is inaccurate, inadequate, irrelevant, or excessive for the data processing purposes.*’
This applies also to cases when the name of the requesting applicant or data is not erased before
or simultaneously from those web pages, even if the original publication on the third party’s
website was lawful. *® Since the obligation of removal concerns only the search engine operator in
question, the data can still be found online on its original webpage. The removal did not mean a
complete erasure, or forgetting in its literal sense, but removal of the data from the “active

t49

memory” of the internet *, which Google Search represent with its accessibility around the clock.

0 Google Spain, supra nota 14, para 34

4l European Union Agency for Fundamental Rights (2018) supra nota 12, p.224

42 Bygrave, L.A., Docksey, C., Drechsler, Kuner, C., (2020) The EU General Data Protection Regulation: A
Commentary. New York, USA: Oxford University Press. p. 515

43 Data Protection Directive 95/46/EC, supra nota 16, Art. 12

4 Ibid.

4 |bid. Art 14(a)

46 |bid., Art 12(b)

47 European Union Agency for Fundamental Rights (2018), supra nota 12, p.225

4 Google Spain, supra nota 14, para 88.

49 McCarthy, H. (2016) All the Worlds a Stage: The European right to be forgotten revisited from a US perspective.
Journal of Intellectual Property Law & Practice, 11 (5), 360-371. p.479
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The case having a fundamental right aspect, the CJEU emphasized that the RTBF is not absolute
and has limitations to it and applied the same elements to the RTBF as the right to protection of
personal data carries.’® Open-ended definitions of “appropriateness” of the right to erasure and
“justified objection” in Articles 12 and 14 were interpreted so that competing interests should be
taken into account, when the request of dereferencing is made.>! The balancing test considers the
nature of the information and its sensitivity to the data subject, and interest of the public to gain
that information. 32 The CJEU clarified that generally, the rights of the data subject prevail, but the
role of the data subject in public life can create an exception to the geneal rule and leas to a justified
reason for data processor and public’s interests to take precedence. >3 This balancing between right
to privacy and protection of data protection in the one hand and in one hand, right to freedom of
information and expression should be done case-by-case basis, following the principle of

proportionality of EU law®* and doctrine of the European Court of Human Rights. >

The judgement was widely criticized. Firstly, The CJEU was critized for giving more weight to
individual’s data protection than public’s right to freedom of information and publishers’ freedom
of expression, thus threating the rights’ existance online. The interests of the publishers were not
examined in the ruling, raising concerns on disempowerment of publishers ¢ and search engine
operator gaining more power as “gatekeepers” of information by disseminating and controlling
access to information with algorithms which are not responsible for publishing and producing the
actual indexed content, hence excluding publishers out of the equation. 37 Additionally, the
Advocate General (AG) Jadskinen had a dissenting opinion about the classification of search
engine operator as a controller and the RTBF in general. °® He argued that the obligation imposed
to search engine operator to dereference third party content leads to interference of publishers’

right to freedom of expression and potential censorship, which creates weak legal protection for

%0 Google Spain, supra nota 14, para 81

51 Klinefelter, A., Wrigley, S. (2021) Google CCL v CNIL: The Location-Based Limits of the EU Right to Erasure
and Lessons for U.S. Privacy Law. North Carolina Journal of Law & Technology 22(4). 681-734. p. 692

2 Gumzej, N. (2021) “The Right to Be Forgotten” And the Sui Generis Controller in the Context of CJEU
Jurisprudence and the GDPR. Croatian Yearbook of European Law and Policy, 17, 127-158. p. 129

%3 Google Spain, supra nota 14, para 99

54 General Data Protection Regulation 2016/679, supra nota 19, Recital 4

% Miadzvetskaya, Y., & Van Calster, G. (2020). Google at the Kirchberg Dock. On Delisting Requests, and on the
Territorial Reach of the EU's GDPR. European Data Protection Law Review, 6(1), 143-151. p. 147

%6 Floridi, L. (2015) “The right to be forgotten”: a philosophical view. Annual Review of Law and Ethics, 23. 163-179.
p. 176

5" Yaish, H. (2019) Forget Me, Forget Me Not: Elements of Erasure to Determine the Sufficiency of GDPR Article
17 Request. Journal of Law, Technology, and the Internet, 10 (1), 1-30. p.6

%8 Opinion of Advocate General, 25.6.2013, C-131/12, ECLI:EU:C:2013:424, para 138(2)

13



the infringed party, when there’s no effective remedy in place against another private party. >° The
trend of privatization of legal rules has raised concerns for leading to a governance gap by giving
out too much quasi-regulatory power to private entities, which operate on internal policies and soft
law rules that have as much validity as traditional legal rulesm, which impose human right
derogations against other private entities. ® search engine opeator’s business model has a high
impact on human rights, but no direct human right obligations, ®' while states” authorities have a
positive obligation to ensure human rights. Enforcement of the RTBF has been left in the hands of

Google. 2

Secondly, the application of EU data protection rules to U.S based company caused debate between
American and European constitutional systems by revealing the tension between the First
Amendment’s freedom of speech, aiming to ensure development of technological innovation and
a thriving market economy, and on the other hand the right to protection of personal data in the
EU, aiming to ensure the protection of EU citizens’ data exploitation by the tech giants.®® The
unilateral application of EU data protection legislation has been interpreted as “data imperialism”
for EU not respecting international comity and diversity of legal systems. ® Another problem is
regarding the borderless nature and global reach of the Internet, where the traditional view of
territoriality of legal rules and jurisdictions does not apply, hence the EU is decipted of trying to
bring its own standards and rules to the Internet. % Such “hyper-regulation” is likely to cause
fragmentation on the regulation of the internet, thus problems for engaging activities online,
making the legal compliance of internet users, especially with EU’s high standards, and
enforcement of the laws almost impossible. %®All in all, EU’s data protection legislation has been
described to be another manifestation of the “Brussels effect” with the objective to set up a global

standard for data protection rules with extraterritorial application. ¢’

59 Opinion of Advocate General, supra nota 58, para 134

8 Jorgensen, R. (2018) supra nota 4, p.245

&1 Ibid.

62 Chaparro, E., Powles, J., (2015) How Google determined our right to be forgotten. The Guardian. Retrieved from:
https://www.theguardian.com/technology/2015/feb/18/the-right-be-forgotten-google-search 9 March 2022

83 McCarthy, H. (2016) supra nota 49, p.360

64 Celeste E., Fabbrini, F.,(2020). supra nota 11, p. 56

%5 Kuner C. (2017) The Internet and the Global Reach of EU Law. LSE Law, Society, and Economy Working Papers,
4.p.5

% Svantensson, D. B. (2018). European Union Claims of Jurisdiction over the Internet — An Analysis of Three Recent
Key Developments. Journal of Intellectual Property, Information Technology and Electronic Commerce Law, 9(2),
113-125.p. 114

87 Gstrein O., Zwitter, A. (2021) Extraterritorial application of the GDPR: Promoting European values or power?
Internet Policy Review, 10 (3). 1-30. p.4-5
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1.2. The General Data Protection Regulation — Codification

To strengthen the data protection legal framework to tackle further challenges of the digital age,
the GDPR entered into force in 2018.% The world’s strictest data protection regulation increased
both the EU citizens’ control over their personal data and businesses and organizations’ liability
on collecting and processing personal data.®® The RRBF has been described to be a novelty by the
GDPR and an example of modernisation of the EU’s data protection law. ° However, the right to
erasure is not a new concept, since it was part of the right to access in Article 12(b) of the DPD,
as seen in the reasonings of Google Spain. The GDPR amended the Article by specifying and in
fact evolving the right to erasure by adding “right to be forgotten™ in the brackets of the title but

keeping the basic elements of the right. "

1.2.1. Article 17 of the GDPR

In the GDPR proposal by the Commission, Article 17 was formulated as “right to be forgotten and
to erasure”, which included an obligation for data controllers to ensure the removal of internet
link or copy of the data as part of taking responsibility for making the data publicly available in
any situation. ’? In the report by Committee on Civil Liberties, Justice, and Home Affairs of the
European Parliament (LIBE Committee) wanted the title to be merged as “right to erasure”, since
they saw the RTBF to be only a continuation to the right to erasure and rectification.”® The Albrecht
Report by LIBE Committee, named after the rapporteur Jan Philipp Albrecht, argued that the title
was misleading and it didn’t take into account the situations when an individual has given a consent
to disclose data to the public, which is a lawful ground for data processing under Article 6 of the

GDPR. " Therefore, the obligation described in the proposal text was not legitimate or realistic.
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> The obligation was later limited to respond more realistic situations with the requirement of
proportional efforts taken by the data processor to inform third parties, when request of removal
of data has been asked by the data subject. "® Lastly, the LIBE Committee agreed with the Proposal
that the Article 17 should be balanced with freedom of expression and remain as an exception to
the RTBF and the Council did not object these changes.”” The RTBF was then codified to Article
17 of the GDPR. By demonstrating how the proposed Article was shaped, the Commission wanted
the obligation to be stronger as being applicable in all situations, but the final text reduced the
scope desired. The reasoning of Google Spain influenced the text that was adopted, showing the

role of the CJEU in the evolvement.

Article 17(1) lists six general principles when the RTBF can be exercised by the data subject and
the removal of personal data must be done without an undue delay by the data processor, if one of
the following situations applies. '® In three situations, the basis for erasure is the lack of grounds
for the processing: when the personal data are no longer necessary for the purposes they were
collected or processed in the first place, 7° the consent for the data processing is withdrawn by the
data subject,? and the personal data are processed on unlawful grounds 8, the personal data must
be removed. If the data subject exercises their right to object under Article 21(1) when there are
no overriding legitimate grounds for the processing, the data controller needs to demonstrate the
necessity of the data processing with existing compelling legitimate grounds exist & or performing
a task carried out in public interested or exercising official authority 83and if the data controller
fails to demonstrate, the removal must be done. Also, when the personal data erasure must be done
in order to comply with a legal obligation.34 Removal by request should be done when the objection

8 or when of information society

is made under Article 21(2) in case of direct marketing purposes,
services were offered directly to a minor who gave a consent for personal data processing without

the approval of the holder of parental responsibility.® It must be emphasized that the request can
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be done, when the data subject is no longer a child, since they have not been aware of the risks

which include data processing.®’

Article 17(2)2 applies, when one of the situations is fulfilled and the controller in question had
made the data public and none of the exemptions in Article 17(3) apply. The second paragraph of
the Article defines the controller’s obligation which is to take reasonable steps to inform other
controllers on the data subject’s request to remove links to or copy or replication of their personal
data. The steps should be technical, considering existing technological equipment and costs, so

that they do not become impossible to implement.

In cases of dereferencing requests made to a search engine operator under Article 17, more
grounds may apply in one situation, since usually data subject refers to their right to object and
sees that the personal data are no longer necessary for the processing. 8 Therefore, Articles 21 and
Article 6 are related to Article 17. Additionally, some grounds are invalid in requesting delisting
from a search engine operator, for example, withdrawal of consent, since the data processing by
search engine operator is related to the technical aspect of the algorithm, mostly to indexing.
The obligation to information under 17(2) should not be applicable to search engine operators,
because the obligation was designed to increase the responsibility of original data controllers and
limit multiple requests of the same matter by data subjects according to the European Data
Protection Board (EPDB). °! The predecessor of the EPDB, the Article 29 Working Party (WP29)
informed after Google Spain judgement that the search engine operators should not inform
webmasters of the dereferncings, since EU’s data protection law does not include legal basis for
such communication.®? For instance, the Swedish DPA has interpreted Google’s practice of

notifying website operators before dereferencing links to be a violation of Article 17 in accordance
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with aforementioned WP29’s guidelines and the Gothenburg Court of Appeal has upheld a fine of

4.8 million euros.

1.2.2. Exemptions to Article 17 and relation to Article 85 GDPR

The exemptions to Artic